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DETERMINING LOCATION OF HARDWARE
COMPONENTS IN A CLOUD COMPUTING
ENVIRONMENT BASED ON HARDWARE
COMPONENTS SELF-LOCATING OTHER
HARDWARE COMPONENTS

TECHNICAL FIELD

The present invention relates generally to cloud comput-
ing, and more particularly to determining the location of
hardware components in a cloud computing environment
based on hardware components self-locating other hardware
components thereby allowing the balancing of a workload
across the hardware components based on the location of the
hardware components.

BACKGROUND

In a cloud computing environment, computing is delivered
as a service rather than a product, whereby shared resources,
software and information are provided to computers and other
devices as a metered service over a network, such as the
Internet. In such an environment, computation, software, data
access and storage services are provided to users that do not
require knowledge of the physical location and configuration
of the system that delivers the services.

The functions of the cloud computing environment are
performed by a data center, which includes various types of
hardware components (e.g., storage controllers, network
switches, physical compute machines). In a large data center,
there may be multiple units of the same type of hardware
component (e.g., hundreds of the same compute blade). As a
result, when a hardware component is relocated from its
original location (e.g., relocating a compute blade from one
chassis to another chassis on a different rack), it may be
difficult to locate that hardware component at its new loca-
tion, especially in a large data center that may be spread out
over alarge geographic area. Consequently, a user may end up
spending lots of time in attempting to locate the hardware
component’s new location thereby causing a time consuming
and frustrating experience for the user.

BRIEF SUMMARY

In one embodiment of the present invention, a method for
managing hardware components in a cloud computing envi-
ronment comprises receiving location information for the
hardware components in a data center of the cloud computing
environment from the hardware components, where the loca-
tion information for each of the hardware components com-
prises both an actual location and a relative location with
respect to one or more other hardware components in the data
center. Each of the hardware components is configured to
detect one or more other hardware components within a com-
munication range of the hardware component. Furthermore,
each of the hardware components is configured to determine
its actual location and a relative location with respect to the
one or more detected hardware components. The method
further comprises receiving identification information of
hardware components detected by the hardware components
from the hardware components, where each of the hardware
components is configured to identify the one or more detected
hardware components based on an identification signal
received from the one or more detected hardware compo-
nents. In addition, the method comprises balancing, by a
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2

processor, a workload across the hardware components in the
data center based on the received identification and location
information.

Other forms of the embodiment of the method described
above are in a system and in a computer program product.

The foregoing has outlined rather generally the features
and technical advantages of one or more embodiments of the
present invention in order that the detailed description of the
present invention that follows may be better understood.
Additional features and advantages of the present invention
will be described hereinafter which may form the subject of
the claims of the present invention.

BRIEF DESCRIPTION OF THE SEVERAL
VIEWS OF THE DRAWINGS

A Dbetter understanding of the present invention can be
obtained when the following detailed description is consid-
ered in conjunction with the following drawings, in which:

FIG. 1 illustrates a network system configured in accor-
dance with an embodiment of the present invention;

FIG. 2 illustrates a cloud computing environment in accor-
dance with an embodiment of the present invention.

FIG. 3 illustrates a cloud computing node comprised of one
or more cloud construction blocks in accordance with an
embodiment of the present invention;

FIG. 4 illustrates a physical layout of a cloud construction
block in accordance with an embodiment of the present
invention;

FIG. 5 illustrates a virtualization environment for a com-
pute blade in accordance with an embodiment of the present
invention;

FIG. 6 illustrates a hardware configuration of an adminis-
trative server configured in accordance with an embodiment
of the present invention; and

FIG. 7 is a flowchart of a method for having the hardware
components self-locate other hardware components thereby
allowing the administrative server to have knowledge of the
hardware components’ current actual and relative location
(relative to other hardware components) which may be used
by the administrative server to balance a workload across
these hardware components in accordance with an embodi-
ment of the present invention.

DETAILED DESCRIPTION

The present invention comprises a method, system and
computer program product for managing hardware compo-
nents in a cloud computing environment. In one embodiment
of the present invention, each hardware component in a data
center of the cloud computing environment detects other
hardware components within a communication range of the
hardware component using a wireless protocol, such as radio
frequency identification, Bluetooth®, IEEE 802.11 and cel-
Iular communications. The hardware component can identify
these detected hardware components, such as by receiving an
identification signal that contains identification information
(e.g., name, type, serial number, etc.) from that hardware
component. Furthermore, each hardware component in the
data center can determine its actual location and a relative
location with respect to the detected hardware components.
For example, a hardware component may determine its rela-
tive location with respect to the detected hardware compo-
nents based on a triangulation of the wireless signals. In
another example, a hardware component’s actual location
may be determined based on wireless signals received from
devices at fixed locations. In another example, a distance
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from a hardware component to a detected hardware compo-
nent may be based on relative signal strength. Each hardware
component in the data center may then transmit such identi-
fication and location information to an administrative server.
By having each hardware component “self-locate” compo-
nents within their communication range and having those
neighboring hardware components locate hardware compo-
nents within their communication range (which may be out-
side the range of the first hardware component locating its
neighboring hardware components), an overall inventory of
the hardware components in the data center can be compiled
by the administrative server, including each hardware com-
ponent’s current actual and relative location (relative to other
hardware components). In this manner, a hardware compo-
nent can be more easily located after being relocated in a data
center. Since the administrative server has knowledge of the
identification and location of the hardware components in the
data center, the administrative server will be able to balance a
workload across these identified hardware components based
on their location. That is, the administrative server will be
ableto balance a workload across these hardware components
in the data center based on location dependent policies (e.g.,
balancing heat distribution across the data center, consolidat-
ing workloads to co-located systems, balancing network hops
and available bandwidth across the data center).

In the following description, numerous specific details are
set forth to provide a thorough understanding of the present
invention. However, it will be apparent to those skilled in the
art that the present invention may be practiced without such
specific details. In other instances, well-known circuits have
been shown in block diagram form in order not to obscure the
present invention in unnecessary detail. For the most part,
details considering timing considerations and the like have
been omitted inasmuch as such details are not necessary to
obtain a complete understanding of the present invention and
are within the skills of persons of ordinary skill in the relevant
art.

It is understood in advance that although this disclosure
includes a detailed description on cloud computing, imple-
mentation of the teachings recited herein are not limited to a
cloud computing environment. Rather, the embodiments of
the present invention are capable of being implemented in
conjunction with any type of clustered computing environ-
ment now known or later developed.

In any event, the following definitions have been derived
from the “The NIST Definition of Cloud Computing” by
Peter Mell and Timothy Grance, dated September 2011,
which is cited on an Information Disclosure Statement filed
herewith, and a copy of which is provided to the U.S. Patent
and Trademark Office.

Cloud computing is a model for enabling ubiquitous, con-
venient, on-demand network access to a shared pool of con-
figurable computing resources (e.g., networks, servers, stor-
age, applications, and services) that can be rapidly
provisioned and released with minimal management effort or
service provider interaction. This cloud model is composed of
five essential characteristics, three service models, and four
deployment models.

Characteristics are as follows:

On-Demand Self-Service: A consumer can unilaterally
provision computing capabilities, such as server time and
network storage, as needed, automatically without requiring
human interaction with each service’s provider.

Broad Network Access: Capabilities are available over a
network and accessed through standard mechanisms that pro-
mote use by heterogeneous thin or thick client platforms (e.g.,
mobile phones, tablets, laptops and workstations).
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Resource Pooling: The provider’s computing resources are
pooled to serve multiple consumers using a multi-tenant
model, with different physical and virtual resources dynami-
cally assigned and reassigned according to consumer
demand. There is a sense of location independence in that the
consumer generally has no control or knowledge over the
exact location of the provided resources but may be able to
specify location at a higher level of abstraction (e.g., country,
state or data center). Examples of resources include storage,
processing, memory and network bandwidth.

Rapid Elasticity: Capabilities can be elastically provi-
sioned and released, in some cases automatically, to scale
rapidly outward and inward commensurate with demand. To
the consumer, the capabilities available for provisioning often
appear to be unlimited and can be purchased in any quantity
at any time.

Measured Service: Cloud systems automatically control
and optimize resource use by leveraging a metering capability
at some level of abstraction appropriate to the type of service
(e.g., storage, processing, bandwidth and active user
accounts). Resource usage can be monitored, controlled and
reported providing transparency for both the provider and
consumer of the utilized service.

Service Models are as follows:

Software as a Service (SaaS): The capability provided to
the consumer is to use the provider’s applications running on
a cloud infrastructure. The applications are accessible from
various client devices through either a thin client interface,
such as a web browser (e.g., web-based e-mail) or a program
interface. The consumer does not manage or control the
underlying cloud infrastructure including network, servers,
operating systems, storage, or even individual application
capabilities, with the possible exception of limited user-spe-
cific application configuration settings.

Platform as a Service (PaaS): The capability provided to
the consumer is to deploy onto the cloud infrastructure con-
sumer-created or acquired applications created using pro-
gramming languages, libraries, services and tools supported
by the provider. The consumer does not manage or control the
underlying cloud infrastructure including networks, servers,
operating systems or storage, but has control over the
deployed applications and possibly configuration settings for
the application-hosting environment.

Infrastructure as a Service (IaaS): The capability provided
to the consumer is to provision processing, storage, networks
and other fundamental computing resources where the con-
sumer is able to deploy and run arbitrary software, which can
include operating systems and applications. The consumer
does not manage or control the underlying cloud infrastruc-
ture but has control over operating systems, storage and
deployed applications; and possibly limited control of select
networking components (e.g., host firewalls).

Deployment Models are as follows:

Private Cloud: The cloud infrastructure is provisioned for
exclusive use by a single organization comprising multiple
consumers (e.g., business units). [t may be owned, managed
and operated by the organization, a third party or some com-
bination of them, and it may exist on or off premises.

Community Cloud: The cloud infrastructure is provisioned
for exclusive use by a specific community of consumers from
organizations that have shared concerns (e.g., mission, secu-
rity requirements, policy and compliance considerations). It
may be owned, managed and operated by one or more of the
organizations in the community, a third party, or some com-
bination of them, and it may exist on or off premises.

Public Cloud: The cloud infrastructure is provisioned for
open use by the general public. It may be owned, managed
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and operated by a business, academic or government organi-
zation, or some combination of them. It exists on the premises
of the cloud provider.

Hybrid Cloud: The cloud infrastructure is a composition of
two or more distinct cloud infrastructures (private, commu-
nity or public) that remain unique entities, but are bound
together by standardized or proprietary technology that
enables data and application portability (e.g., cloud bursting
for load balancing between clouds).

Referring now to the Figures in detail, FIG. 1 illustrates a
network system 100 configured in accordance with an
embodiment of the present invention. Network system 100
includes a client device 101 connected to a cloud computing
environment 102 via anetwork 103. Client device 101 may be
any type of computing device (e.g., portable computing unit,
Personal Digital Assistant (PDA), smartphone, laptop com-
puter, mobile phone, navigation device, game console, desk-
top computer system, workstation, Internet appliance and the
like) configured with the capability of connecting to cloud
computing environment 102 via network 103.

Network 103 may be, for example, a local area network, a
wide area network, a wireless wide area network, a circuit-
switched telephone network, a Global System for Mobile
Communications (GSM) network, Wireless Application Pro-
tocol (WAP) network, a WiFi network, an IEEE 802.11 stan-
dards network, various combinations thereof, etc. Other net-
works, whose descriptions are omitted here for brevity, may
also be used in conjunction with system 100 of FIG. 1 without
departing from the scope of the present invention.

Cloud computing environment 102 is used to deliver com-
puting as a service to client device 101 implementing the
model discussed above. An embodiment of cloud computing
environment 102 is discussed below in connection with FIG.
2.

FIG. 2 illustrates cloud computing environment 102 in
accordance with an embodiment of the present invention. As
shown, cloud computing environment 102 includes one or
more cloud computing nodes 201 (also referred to as “clus-
ters”) with which local computing devices used by cloud
consumers, such as, for example, Personal Digital Assistant
(PDA) or cellular telephone 202, desktop computer 203, lap-
top computer 204, and/or automobile computer system 205
may communicate. Nodes 201 may communicate with one
another. They may be grouped (not shown) physically or
virtually, in one or more networks, such as Private, Commu-
nity, Public, or Hybrid clouds as described hereinabove, or a
combination thereof. This allows cloud computing environ-
ment 102 to offer infrastructure, platforms and/or software as
services for which a cloud consumer does not need to main-
tain resources on a local computing device. A description of a
schematic of exemplary cloud computing nodes 201 is pro-
vided below in connection with FIG. 3. It is understood that
the types of computing devices 202, 203, 204, 205 shown in
FIG. 2, which may represent client device 101 of FIG. 1, are
intended to be illustrative and that cloud computing nodes
201 and cloud computing environment 102 can communicate
with any type of computerized device over any type of net-
work and/or network addressable connection (e.g., using a
web browser). Program code located on one of nodes 201 may
be stored on a computer recordable storage medium in one of
nodes 201 and downloaded to computing devices 202, 203,
204, 205 over a network for use in these computing devices.
For example, a server computer in computing node 201 may
store program code on a computer readable storage medium
on the server computer. The server computer may download
the program code to computing device 202, 203, 204, 205 for
use on the computing device.
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Referring now to FIG. 3, FIG. 3 illustrates a schematic of a
cloud computing node 201 (FIG. 2) comprised of one or more
“cloud construction blocks” 301A-301N in accordance with
an embodiment of the present invention. Cloud construction
blocks 301A-301IN may collectively or individually be
referred to as cloud construction blocks 301 or cloud con-
struction block 301, respectively. Each cloud construction
block 301 may be represented by a single unit that includes
various types of hardware components (e.g., storage control-
lers, network switches, physical compute machines) as dis-
cussed further below in connection with FIG. 4.

Furthermore, as illustrated in FIG. 3, each cloud construc-
tion block 301 is connected to an administrative server 302
configured to provide data center-level functions. Adminis-
trative server 302 supports a module, referred to herein as the
management software 303, that can be used to manage the
hardware components of cloud computing nodes 201, moni-
tor system utilization, intelligently deploy images of data and
optimize the operations of cloud computing environment
102. Furthermore, management software 303 can be used to
manage the hardware components in cloud computing envi-
ronment 102 by having the hardware components self-locate
other hardware components thereby allowing the balancing
of'a workload across the hardware components based on the
location of the hardware components as discussed further
below in connection with FIG. 7. A description of the hard-
ware configuration of administrative server 302 is provided
further below in connection with FIG. 6.

Referring now to FIG. 4, FIG. 4 illustrates a physical layout
of'a cloud construction block 301 (FIG. 3) in accordance with
an embodiment of the present invention. Referring to FIG. 4,
cloud construction block 301 may comprise a rack of many
units containing network hardware (e.g., network switches
401A, 401B), storage hardware (e.g., storage controllers
402A, 402B), and compute hardware (e.g., compute blades
403A-403G). Network switches 401-401B may collectively
or individually be referred to as network switches 401 or
network switch 401, respectively. Storage controllers 402 A-
402B may collectively or individually be referred to as stor-
age controllers 402 or storage controller 402, respectively.
Compute blades 403 A-403G may collectively or individually
be referred to as compute blades 403 or compute blade 403,
respectively. A virtualization environment for compute blade
403 (e.g., blade server) is discussed further below in connec-
tion with FIG. 5.

While FIG. 4 illustrates cloud construction block 301 as
comprising a particular number of network switches 401,
storage controllers 402 and compute blades 403, cloud con-
struction block 301 is not to be limited in scope to the par-
ticular number of components depicted in FIG. 4. Further-
more, cloud construction block 301 may include other
components, including software, that were not depicted for
ease of understanding the principles of the present invention.

Referring now to FIG. 5, FIG. 5 illustrates a virtualization
environment for compute blade 403 (FIG. 4) in accordance
with an embodiment of the present invention. Compute blade
403 includes a virtual operating system 501. Operating sys-
tem 501 executes on a real or physical computer 502. Real
computer 502 includes one or more processors 503, a
memory 504 (also referred to herein as the host physical
memory), one or more disk drives 505 and the like. Other
components of real computer 502 are not discussed herein for
the sake of brevity.

Virtual operating system 501 further includes user portions
506A-506B (identified as “Guest 1” and “Guest 2,” respec-
tively, in FIG. 5), referred to herein as “guests.” Each guest
506A, 5068 is capable of functioning as a separate system.
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That is, each guest 506A-506B can be independently reset,
host a guest operating system 507A-507B, respectively,
(identified as “Guest 1 O/S” and “Guest 2 O/S,” respectively,
in FIG. 5) and operate with different programs. An operating
system or application program running in guest 506A, 5068
appears to have access to a full and complete system, but in
reality, only a portion of it is available. Guests 506A-5068B
may collectively or individually be referred to as guests 506
or guest 506, respectively. Guest operating systems S07A-
507B may collectively or individually be referred to as guest
operating systems 507 or guest operating system 507, respec-
tively.

Each guest operating system 507A, 507B may host one or
more virtual machine applications 508 A-508C (identified as
“VM 1,” “VM 2” and “VM 3,” respectively, in FIG. 5), such
as Java™ virtual machines. For example, guest operating
system 507A hosts virtual machine applications 508A-508B.
Guest operating system 507B hosts virtual machine applica-
tion 508C. Virtual machines 508 A-508C may collectively or
individually be referred to as virtual machines 508 or virtual
machine 508, respectively.

Virtual operating system 501 further includes a common
base portion 509, referred to herein as a hypervisor. Hyper-
visor 509 may be implemented in microcode running on
processor 503 or it may be implemented in software as part of
virtual operating system 501. Hypervisor 509 is configured to
manage and enable guests 506 to run on a single host.

As discussed above, virtual operating system 501 and its
components execute on physical or real computer 502. These
software components may be loaded into memory 504 for
execution by processor 503.

The virtualization environment for compute blade 403 is
not to be limited in scope to the elements depicted in FIG. 5.
The virtualization environment for compute blade 403 may
include other components that were not discussed herein for
the sake of brevity.

Referring now to FIG. 6, FIG. 6 illustrates a hardware
configuration of administrative server 302 (FIG. 3) which is
representative of a hardware environment for practicing the
present invention. Administrative server 302 has a processor
601 coupled to various other components by system bus 602.
An operating system 603 runs on processor 601 and provides
control and coordinates the functions of the various compo-
nents of FIG. 6. An application 604 in accordance with the
principles of the present invention runs in conjunction with
operating system 603 and provides calls to operating system
603 where the calls implement the various functions or ser-
vices to be performed by application 604. Application 604
may include, for example, a program for managing the hard-
ware components (e.g., switches 401, storage controllers 402,
compute blades 403 of FIG. 4) in cloud computing environ-
ment 102 (FIG. 1) by having the hardware components self-
locate other hardware components thereby allowing the bal-
ancing of a workload across the hardware components based
on the location of the hardware components as discussed
further below in connection with FIG. 7.

Referring again to FIG. 6, read-only memory (“ROM”)
605 is coupled to system bus 602 and includes a basic input/
output system (“BIOS”) that controls certain basic functions
of administrative server 302. Random access memory
(“RAM”) 606 and disk adapter 607 are also coupled to system
bus 602. It should be noted that software components includ-
ing operating system 603 and application 604 may be loaded
into RAM 606, which may be administrative server’s 302
main memory for execution. Disk adapter 607 may be an
integrated drive electronics (“IDE”) adapter that communi-
cates with a disk unit 608, e.g., disk drive. It is noted that the
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program for managing the hardware components in cloud
computing environment 102 by having the hardware compo-
nents self-locate other hardware components thereby allow-
ing the balancing of a workload across the hardware compo-
nents based on the location of the hardware components, as
discussed further below in connection with FIG. 7, may reside
in disk unit 608 or in application 604.

Administrative server 302 may further include a commu-
nications adapter 609 coupled to bus 602. Communications
adapter 609 interconnects bus 602 with an outside network
(e.g., network 103 of FIG. 1).

As will be appreciated by one skilled in the art, aspects of
the present invention may be embodied as a system, method
or computer program product. Accordingly, aspects of the
present invention may take the form of an entirely hardware
embodiment, an entirely software embodiment (including
firmware, resident software, micro-code, etc.) or an embodi-
ment combining software and hardware aspects that may all
generally be referred to herein as a “circuit,” ‘module” or
“system.” Furthermore, aspects of the present invention may
take the form of a computer program product embodied in one
ormore computer readable medium(s) having computer read-
able program code embodied thereon.

Any combination of one or more computer readable medi-
um(s) may be utilized. The computer readable medium may
be a computer readable signal medium or a computer read-
able storage medium. A computer readable storage medium
may be, for example, but not limited to, an electronic, mag-
netic, optical, electromagnetic, infrared, or semiconductor
system, apparatus, or device, or any suitable combination of
the foregoing. More specific examples (a non-exhaustive list)
of the computer readable storage medium would include the
following: an electrical connection having one or more wires,
a portable computer diskette, a hard disk, a random access
memory (RAM), a read-only memory (ROM), an erasable
programmable read-only memory (EPROM or flash
memory), a portable compact disc read-only memory (CD-
ROM), an optical storage device, a magnetic storage device,
orany suitable combination of the foregoing. In the context of
this document, a computer readable storage medium may be
any tangible medium that can contain, or store a program for
use by or in connection with an instruction execution system,
apparatus, or device.

A computer readable signal medium may include a propa-
gated data signal with computer readable program code
embodied therein, for example, in baseband or as part of a
carrier wave. Such a propagated signal may take any of a
variety of forms, including, but not limited to, electro-mag-
netic, optical, or any suitable combination thereof. A com-
puter readable signal medium may be any computer readable
medium that is not a computer readable storage medium and
that can communicate, propagate, or transport a program for
use by or in connection with an instruction execution system,
apparatus or device.

Program code embodied on a computer readable medium
may be transmitted using any appropriate medium, including
but not limited to wireless, wireline, optical fiber cable, RF,
etc., or any suitable combination of the foregoing.

Computer program code for carrying out operations for
aspects of the present invention may be written in any com-
bination of one or more programming languages, including
an object oriented programming language such as Java,
Smalltalk, C++ or the like and conventional procedural pro-
gramming languages, such as the C programming language or
similar programming languages. The program code may
execute entirely on the user’s computer, partly on the user’s
computer, as a stand-alone software package, partly on the
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user’s computer and partly on a remote computer or entirely
on the remote computer or server. In the latter scenario, the
remote computer may be connected to the user’s computer
through any type of network, including a local area network
(LAN) or a wide area network (WAN), or the connection may
be made to an external computer (for example, through the
Internet using an Internet Service Provider).

Aspects of the present invention are described below with
reference to flowchart illustrations and/or block diagrams of
methods, apparatus (systems) and computer program prod-
ucts according to embodiments of the present invention. It
will be understood that each block of the flowchart illustra-
tions and/or block diagrams, and combinations of blocks in
the flowchart illustrations and/or block diagrams, can be
implemented by computer program instructions. These com-
puter program instructions may be provided to a processor of
a general purpose computer, special purpose computer, or
other programmable data processing apparatus to produce a
machine, such that the instructions, which execute via the
processor of the computer or other programmable data pro-
cessing apparatus, create means for implementing the func-
tion/acts specified in the flowchart and/or block diagram
block or blocks.

These computer program instructions may also be stored in
a computer readable medium that can direct a computer, other
programmable data processing apparatus, or other devices to
function in a particular manner, such that the instructions
stored in the computer readable medium produce an article of
manufacture including instructions which implement the
function/act specified in the flowchart and/or block diagram
block or blocks.

The computer program instructions may also be loaded
onto a computer, other programmable data processing appa-
ratus, or other devices to cause a series of operational steps to
be performed on the computer, other programmable appara-
tus or other devices to produce a computer implemented
process such that the instructions which execute on the com-
puter or other programmable apparatus provide processes for
implementing the function/acts specified in the flowchart
and/or block diagram block or blocks.

As stated in the Background section, the functions of the
cloud computing environment are performed by a data center,
which includes various types of hardware components (e.g.,
storage controllers, network switches, physical compute
machines). In a large data center, there may be multiple units
of the same type of hardware component (e.g., hundreds of
the same compute blade). As a result, when a hardware com-
ponent is relocated from its original location (e.g., relocating
a compute blade from one chassis to another chassis on a
different rack), it may be difficult to locate that hardware
component at its new location, especially in a large data
center that may be spread out over a large geographic area.
Consequently, a user may end up spending lots of time in
attempting to locate the hardware component’s new location
thereby causing a time consuming and frustrating experience
for the user.

The principles of the present invention provide a means for
enabling a hardware component to be more easily located
after being relocated by having the hardware components
self-locate other hardware components thereby allowing
administrative server 302 (FIGS. 3 and 6) to have knowledge
of'the hardware components’ current actual and relative loca-
tion (relative to other hardware components) which may be
used by administrative server 302 to balance a workload
across these hardware components as discussed further below
in connection with FIG. 7.
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FIG. 7 is a flowchart of a method 700 for having the
hardware components (e.g., compute blade 403 of FIG. 4)
self-locate other hardware components thereby allowing
administrative server 302 (FIGS. 3 and 6) to have knowledge
of'the hardware components’ current actual and relative loca-
tion (relative to other hardware components) which may be
used by administrative server 302 to balance a workload
across these hardware components in accordance with an
embodiment of the present invention.

Referring to FIG. 7, in conjunction with FIGS. 1-6, in step
701, each hardware component, such as compute blade 403,
in a data center of cloud computing environment 102 detects
other hardware components within a communication range of
the hardware component using a wireless protocol, such as
radio frequency identification, Bluetooth®, IEEE 802.11 and
cellular communications. In this manner, each hardware com-
ponent can search for neighboring hardware components. Itis
noted that each hardware component is not required to use the
same wireless protocol as its neighboring hardware compo-
nents. In some situations, it may be advantageous for the
hardware components to use different wireless protocols. For
example, radio frequency identification may be used to detect
hardware components that are deactivated (i.e., powered off)
or used by hardware components that are not able to actively
search for neighboring hardware components. Bluetooth®
may be used to detect hardware components that are located
in close proximity to the detecting hardware component but
slightly further away than what is supported by the radio
frequency identification tags. The IEEE 802.11 protocol may
be used to detect a hardware component that is outside the
range of radio frequency identification and Bluetooth®.

In step 702, each hardware component identifies the
detected hardware components. In one embodiment, a hard-
ware component can identify a particular hardware compo-
nent (e.g., a particular type of compute blade 403) by receiv-
ing an identification signal that contains identification
information (e.g., name, type, serial number, etc.) from that
hardware component.

In step 703, each hardware component determines its
actual location and a relative location with respect to the
detected hardware components. In one embodiment, a hard-
ware component may determine its relative location with
respect to the detected hardware components based on a
triangulation of wireless signals. In another embodiment, a
hardware component’s actual location may be determined
based on wireless signals received from devices at fixed loca-
tions. In another embodiment, a distance from a hardware
component to a detected hardware component may be based
on relative signal strength.

By having each hardware component “self-locate” compo-
nents within their communication range and having those
neighboring hardware components locate hardware compo-
nents within their communication range (which may be out-
side the range of the first hardware component locating its
neighboring hardware components), an overall inventory of
the hardware components in the data center can be compiled
by administrative server 302 as discussed further below. Fur-
thermore, since each hardware component has determined its
current location and its relative location to other hardware
components (which are identified in step 702), administrative
server 302 will have knowledge of each hardware compo-
nent’s current actual and relative location (relative to other
hardware components) in the data center as discussed below.

In step 704, each hardware component in the data center
transmits the identification and location information obtained
in steps 702, 703 to administrative server 302.
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In step 705, administrative server 302 receives the identi-
fication and location information transmitted by each hard-
ware component in step 704. As a result of each hardware
component in the data center transmitting such information to
administrative server 302, the overall inventory of the hard-
ware components in the data center can be known by admin-
istrative server 302, including each hardware component’s
current actual and relative location (relative to other hardware
components). In this manner, a hardware component can be
more easily located after being relocated in a data center.

Since administrative server 302 has knowledge of the iden-
tity and location of the hardware components in the data
center, administrative server 302 will be able to balance a
workload across these hardware components based on their
location in step 706. A “workload,” as used herein, refers to
the amount of processing that a hardware component has been
given to do at a given time. In one embodiment, the workload
is balanced across the hardware components in the data center
based on one or more of the following location based or
location dependent policies: balancing heat distribution
across the data center, consolidating workloads to co-located
systems (e.g., systems located in close proximity to each
other), and balancing network hops and available bandwidth
across the data center. For example, the policy of balancing
heat distribution across the data center involves balancing the
thermal output of the hardware components. As a result, the
workloads are rebalanced in light of this policy so as to
provide optimal heat output or a reduction in the number of
“hot areas” that cannot be cooled sufficiently by the cooling
systems of the data center. By having knowledge of the iden-
tity and location of the hardware components, administrative
server 302 will be able to optimally balance the workloads so
as to intelligently balance the thermal output of the hardware
components. Furthermore, balancing a workload includes
balancing a “pattern” of virtual machines used to perform the
workload, where the pattern of virtual machines may reside
on multiple hardware components. For example, in balancing
a workload across the hardware components in the data cen-
ter, the virtual machines 508 of the “pattern” of the workload
(the “pattern” of a workload may refer to the collection of
virtual machines 508 on compute blades 403 used to perform
the required processing of the workload) may be intelligently
balanced based on policies that are location based (e.g., con-
solidation). By having knowledge of the identity and location
of'the hardware components in the data center, administrative
server 302 will be able to more appropriately balance the
pattern of virtual machines 508 (e.g., increase/decrease the
number of virtual machines 508 performing the required pro-
cessing of the workload on a particular compute blade 403
based on the location of compute blade 403 with respect to the
location of other compute blades 403 with virtual machines
508 performing the required processing of the workload).

In some implementations, method 700 may include other
and/or additional steps that, for clarity, are not depicted. Fur-
ther, in some implementations, method 700 may be executed
in a different order presented and that the order presented in
the discussion of FIG. 7 is illustrative. Additionally, in some
implementations, certain steps in method 700 may be
executed in a substantially simultaneous manner or may be
omitted.

The descriptions ofthe various embodiments of the present
invention have been presented for purposes of illustration, but
are not intended to be exhaustive or limited to the embodi-
ments disclosed. Many modifications and variations will be
apparent to those of ordinary skill in the art without departing
from the scope and spirit of the described embodiments. The
terminology used herein was chosen to best explain the prin-
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ciples of the embodiments, the practical application or tech-
nical improvement over technologies found in the market-
place, or to enable others of ordinary skill in the art to
understand the embodiments disclosed herein.

The invention claimed is:

1. A computer program product embodied in a non-transi-
tory computer readable storage medium for managing hard-
ware components in a cloud computing environment, the
computer program product comprising the programming
instructions for:

receiving location information for said hardware compo-
nents in a data center of said cloud computing environ-
ment from said hardware components, wherein said
location information for each of said hardware compo-
nents comprises both an actual location and a relative
location with respect to one or more other hardware
components in said data center, wherein each of said
hardware components is configured to detect one or
more other hardware components within a communica-
tion range of said hardware component, wherein each of
said hardware components is configured to determine its
actual location and a relative location with respect to
said one or more detected hardware components;

receiving identification information of hardware compo-
nents detected by said hardware components from said
hardware components, wherein each of said hardware
components is configured to identify said one or more
detected hardware components based on an identifica-
tion signal received from said one or more detected
hardware components; and

balancing a workload across said hardware components in
said data center based on said received identification and
location information.

2. The computer program product as recited in claim 1,
wherein one or more of said hardware components are con-
figured to determine its relative location with respect to its
one or more detected hardware components based on a trian-
gulation of wireless signals.

3. The computer program product as recited in claim 1,
wherein one or more of said hardware components are con-
figured to determine its actual location based on wireless
signals received from devices at fixed locations.

4. The computer program product as recited in claim 1,
wherein a distance from a hardware component of said hard-
ware components to a detected hardware component is deter-
mined based on relative signal strength.

5. The computer program product as recited in claim 1,
wherein each of said hardware components is configured to
detect said one or more other hardware components within
said communication range of said hardware component using
a wireless protocol comprising one or more of the following:
radio frequency identification, Bluetooth®, IEEE 802.11 and
cellular communications.

6. The computer program product as recited in claim 1,
wherein said workload is balanced across said hardware com-
ponents in said data center based on one or more of the
following policies: balancing heat distribution across said
data center, consolidating workloads to co-located systems,
and balancing network hops and available bandwidth across
said data center.

7. A system, comprising:

a memory unit for storing a computer program for manag-
ing hardware components in a cloud computing environ-
ment; and

a processor coupled to said memory unit, wherein said
processor, responsive to said computer program, com-
prises:
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circuitry for receiving location information for said
hardware components in a data center of said cloud
computing environment from said hardware compo-
nents, wherein said location information for each of
said hardware components comprises both an actual
location and a relative location with respect to one or
more other hardware components in said data center,
wherein each of said hardware components is config-
ured to detect one or more other hardware compo-
nents within a communication range of said hardware
component, wherein each of said hardware compo-
nents is configured to determine its actual location
and a relative location with respect to said one or more
detected hardware components;
circuitry for receiving identification information of
hardware components detected by said hardware
components from said hardware components,
wherein each of said hardware components is config-
ured to identify said one or more detected hardware
components based on an identification signal received
from said one or more detected hardware compo-
nents; and
circuitry for balancing a workload across said hardware
components in said data center based on said received
identification and location information.
8. The system as recited in claim 7, wherein one or more of
said hardware components are configured to determine its
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relative location with respect to its one or more detected
hardware components based on a triangulation of wireless
signals.

9. The system as recited in claim 7, wherein one or more of
said hardware components are configured to determine its
actual location based on wireless signals received from
devices at fixed locations.

10. The system as recited in claim 7, wherein a distance
from a hardware component of said hardware components to
a detected hardware component is determined based on rela-
tive signal strength.

11. The system as recited in claim 7, wherein each of said
hardware components is configured to detect said one or more
other hardware components within said communication
range of said hardware component using a wireless protocol
comprising one or more of the following: radio frequency
identification, Bluetooth®, IEEE 802.11 and cellular com-
munications.

12.The system as recited in claim 7, wherein said workload
is balanced across said hardware components in said data
center based on one or more of the following policies: bal-
ancing heat distribution across said data center, consolidating
workloads to co-located systems, and balancing network
hops and available bandwidth across said data center.
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